








AI – Artificial 
Intelligence

ML – Machine 
Learning

NLP – Natural 
Language 
Processing

LLMs – Large 
Language Models

Automation

Agents

Prompts

Why now?

ChatGPT

Copilot

Gemini

Peplexity



Terms 
• AI – Artificial Intelligence - when computers do tasks normally requiring human 

thinking — ie recognizing patterns, solving problems, or learning from data.

• ML – Machine Learning - a type of AI where computers get better at tasks the more 
data they see — ie practice makes perfect.

• NLP – Natural Language Processing - helps computers understand and respond to 
human language — ie when you ask your phone a question and it answers.

• LLMs – Large Language Models - super-powered language tools (like ChatGPT) 
trained on lots of information so they can generate answers, write content, and 
hold conversations.

• Automation - Tools to handle repeat tasks — like drafting emails, sorting files, or 
summarizing meetings — so you don’t have to.

• Agents - AI ‘helpers’ that can take multiple steps for you — like book a flight, write 
a follow-up, and update your calendar.

• Prompts - What you ask the AI — a good prompt gets a good response. Think of it 
like giving clear instructions to a smart assistant.























A great starting point for further planning....



Holly's ChatGPT 
Cabin Building Project 

Collaborative Construction Stages
The cabin project is documented step-by-step, 
integrating your questions and ChatGPT’s 
comprehensive guidance at each stage.

AI-Generated Imagery
AI-generated images illustrate design concepts 
and show progress, making ideas and solutions 
visually accessible throughout the journey.

Idea and Guidance Integration
Combining your ideas with ChatGPT’s answers 
and AI visuals demonstrates effective 
collaboration and enhances the building 
experience.



Starting prompt
for building a 

cabin



First Cost 
Estimate 
for my 
cabin in 
Central 
Texas



Brainstorming 
with me



RESULTS:  Pictures are worth 
a lot for the contractors



Custom Image 
Creation with 

SORA

PROMPT

Can you alter this 
image to look like 
characters from 
Disney?









AI use case 
examples at Shell

Predictive Maintenance
 Monitoring equipment health using machine learning 
to preempt failures and reduce downtime.

Digital Twins & Process Optimization
 Creating virtual models of physical infrastructure to 
simulate performance, optimize operations, and test 
scenarios.

Seismic Data Analysis & Exploration
 Leveraging AI for faster, more accurate interpretation 
of seismic data to identify resource-rich zones.

Supply Chain & Logistics Automation
 Using ML to forecast demand, optimize routes, and 
reduce bottlenecks in global supply networks.

Energy Trading & Pricing Analytics
 Applying algorithms to model energy markets, 
optimize trading strategies, and improve pricing 
models.



Prompts are important
So planning what you want is important

1

DEFINE THE 
ROLE: START BY 
ASSIGNING A 
CLEAR AND 
ADVANTAGEOUS 
ROLE TO THE 
LLM THAT 
ALIGNS WITH 
THE SPECIFIC 
TASK AT HAND. 
ENRICH THE 
ROLE WITH 
ADDITIONAL 
QUALITIES TO 
EMPHASIZE ITS 
EXPERTISE AND 
CAPABILITIES.

2

SPECIFY THE 
TASK: CLEARLY 
DEFINE THE TASK 
YOU WANT THE 
LLM TO 
PERFORM, 
PROVIDING 
STEP-BY-STEP 
INSTRUCTIONS IF 
NECESSARY. USE 
ACTION VERBS 
TO MAKE THE 
TASK CLEAR AND 
SPECIFIC. 

3

ADD SPECIFICS: 
INCLUDE 
SPECIFIC 
INSTRUCTIONS, 
REQUIREMENTS, 
AND GUIDELINES 
TO ENSURE THE 
LLM GENERATES 
THE DESIRED 
OUTPUT. USE 
EMOTIONAL 
PROMPTS TO 
ENCOURAGE 
THOROUGH AND 
THOUGHTFUL 
PROCESSING.

4

PROVIDE 
CONTEXT: GIVE 
RELEVANT 
BACKGROUND 
INFORMATION 
ABOUT THE 
COMPANY, 
PROJECT, OR 
TASK TO HELP 
THE LLM 
UNDERSTAND 
THE CONTEXT IN 
WHICH IT IS 
OPERATING.

5

INCLUDE 
EXAMPLES 
PROVIDE A FEW 
CAREFULLY 
CRAFTED INPUT-
OUTPUT 
EXAMPLES TO 
DEMONSTRATE 
THE DESIRED 
FORMAT, 
STRUCTURE, 
AND QUALITY OF 
THE OUTPUT. 

6

ADD NOTES: 
REINFORCE KEY 
POINTS AND 
PROVIDE 
ADDITIONAL 
GUIDANCE, 
ESPECIALLY 
WHEN REFINING 
YOUR PROMPT.





BE SMART, 
BE VIGILANT

• What are AI phone scams?

• AI phone scams involve scammers using AI-generated 
voices to mimic real people, like a loved one or a trusted 
official. These calls sound incredibly convincing, aiming to 
steal personal information or money. Be cautious and verify 
any unusual requests.

• How to protect yourself against AI scams?

• Educate yourself. Stay updated on the latest AI scams and 
security measures. Be skeptical of unsolicited messages or 
calls, and verify their authenticity independently. A simple 
verification technique is to contact the person or 
organization directly using a known, trusted method. For 
example, if you receive a suspicious email or call, don’t use 
the contact information provided in the message. Instead, 
look up the official contact details and reach out to confirm 
the legitimacy.

• Are deepfakes hard to detect as fake?

• Yes, deepfakes are becoming increasingly hard to detect. 
Advances in AI technology make them highly realistic, both 
visually and audibly. It's crucial to stay informed about 
these developments and have a healthy skepticism about 
the authenticity of suspicious content.









Thank You!

Contact Information 

Holly Giannakopoulos – hollyshows@yahoo.com

  Linkedin.com/in/hollygiannakopoulos

Anu Krishnan – anu.krishnan.houston@gmail.com

Linkedin.com/in/anu-Krishnan-ai

Let's keep exploring AI together!

mailto:hollyshows@yahoo.com
mailto:anu.krishnan.houston@gmail.com

	Slide 1
	Slide 2
	Slide 3
	Slide 4
	Slide 5
	Slide 6: Terms 
	Slide 7
	Slide 8
	Slide 9
	Slide 10
	Slide 11
	Slide 12
	Slide 13
	Slide 14
	Slide 15
	Slide 16
	Slide 17
	Slide 18: Holly's ChatGPT  Cabin Building Project 
	Slide 19: Starting prompt for building a cabin
	Slide 20: First Cost Estimate for my cabin in Central Texas
	Slide 21: Brainstorming with me
	Slide 22: RESULTS:  Pictures are worth a lot for the contractors
	Slide 23: Custom Image Creation with SORA
	Slide 24
	Slide 25
	Slide 26
	Slide 27: AI use case examples at Shell
	Slide 28: Prompts are important So planning what you want is important
	Slide 29
	Slide 30: BE SMART, BE VIGILANT
	Slide 31
	Slide 32
	Slide 33
	Slide 34: Thank You!

